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 بالا  اطمینان قابلیت مثل یهاینیازمندی و شهر پهنای در گستردگی همچون برق هوشمند شبکه متناقض هایویژگی :چکیده

. است کردهبا پیچیدگی زیادی مواجه  را آن برای ارتباطی شبکه طراحی ،(ثانیه میلی و ثانیه حد در) کم تأخیر و( 0.98 از بالاتر)

مقاله  این هوشمند برق است. ایدههدف این پژوهش در نظر گرفتن نیازمندی قابلیت اطمینان برای طراحی شبکه ارتباطی شبکه 

طوری که در قسمت اول با استفاده از یک مسئله برای کاهش پیچیدگی، تقسیم مسئله به دوقسمت و حل تکرارشونده آن است به

حل با  در قسمت دوم و ساخته شده های شبکه هوشمند برقگره کل پوشش برای روترها از شبکه یک ،ریزی خطیمبتنی بر برنامه

، روترها در گراف شبکه متعادل کردن درجهتکرارشونده مسئله دوم، روترهای افزونه به شبکه ارتباطی اضافه شود. مسئله دوم ضمن 

 دهدمی نشان هاسازیشبیه نتایج دارد بیشترین یال را به آن اضافه کند تا از این طریق قابلیت اطمینان شبکه بیشینه شود. سعی

 تواند در زمان قابل قبول قابلیت اطمینان شبکه را به مقدار مورد نظر برساند.پیشنهادی می روش که

 

 

 سازی، برنامه ریزی خطی، قابلیت اطمینان، بهینههاگرهطراحی شبکه، جایگذاری شبکه برق هوشمند،  کلیدی کلمات

 

 

 

 

 

 

 

  23/2/1392: تاریخ ارسال مقاله

 6/10/1393 تاریخ پذیرش مشروط مقاله: 

 1/10/1394تاریخ پذیرش مقاله: 

 سیاوش خرسندی ی مسئول:نام نویسنده

 مهندسی کامپیوتر و فناوریی دانشکده –کبیر دانشگاه صنعتی امیر – 424پلاک  –خیابان حافظ  –تهران  –ايران  ی مسئول:نشانی نویسنده

 اطلاعات  

 [
 D

O
R

: 2
0.

10
01

.1
.2

67
65

81
0.

13
95

.1
3.

2.
3.

9 
] 

 [
 D

ow
nl

oa
de

d 
fr

om
 ji

ae
ee

.c
om

 o
n 

20
26

-0
2-

02
 ]

 

                             1 / 10

https://dor.isc.ac/dor/20.1001.1.26765810.1395.13.2.3.9
http://jiaeee.com/article-1-63-en.html


Jo
u
rn

al
 o

f 
Ir

an
ia

n
 A

ss
o
ci

at
io

n
 o

f 
E

le
ct

ri
ca

l 
an

d
 E

le
ct

ro
n
ic

s 
E

n
g
in

ee
rs

 -
 V

o
l.

1
3
- 

N
o
.2

 S
u
m

m
er

 2
0
1
6
 

 

1395 تابستان -دومشماره  -مسيزدهسال  -ن برق و الکترونيک ايرانمجله انجمن مهندسي     

 

 مقدمه -1

شبکه هوشمند برق يک زير ساخت ارتباطی جامع برای انتقال 

همزمان انرژی الکتريکی و داده به صورت بلادرنگ و دو طرفه 

از قرار گرفتن يک شبکه ارتباطی سريع و  است. اين شبکه

های آيد. گرهمطمئن در کنار شبکه برق حاضر به وجود می

تولید کننده داده در اين شبکه، کنتورهای هوشمند خانگی و 

های خود را به سنسورهای سطح شبکه برق هستند که داده

-مرکزی می 1کنندهای به سمت کنترلصورت متناوب يا دوره

های اين شبکه کنتورهای خانگی هستند ترين گرهمفرستند. مه

ها را دارای توزيع يکنواخت با چگالی بالا و فواصل توان آنکه می

نزديک به هم در گستره شهر فرض کرد. ساختار شبکه برق به 

ها )که اين تعداد بسته به است که تعدادی از اين گره ایگونه

های تعداد کل گرهو همچنین  -صنعتی يا خانگی –نوع کاربرد 

کننده مرکزی ( توسط يک کنترلمتغیر استموجود در شهر 

کننده تشکیل شده که شوند. يک شهر از چند کنترلکنترل می

 ]2[، ]1[ های محدوده خود را دارد.ريت گرههر يک وظیفه مدي

کننده اين است از ديدگاه پردازش داده، وظیفه اين کنترل

ها های لازم را روی آنگرفته، پردازشها که اطلاعات را از گره

ها باز گرداند. البته بايد توجه انجام داده و سپس نتايج را به آن

های خود کننده برای پردازشکرد که ممکن است هر کنترل

 ها باشد. نیازمند ارتباط با ديگر کنترل کننده

های اين ها و نیازمندیترين ويژگیخصوص ترين و بهاز مهم

ابلیت اطمینان آن است. به طوری که کاربردهای مختلف شبکه ق

شبکه هوشمند برق نیازمند اين هستند که شبکه ارتباطی شبکه 

بسیار مطمئنی باشد. به طور خلاصه با توجه به بلادرنگ بودن 

ها با مسائل ايمنی و کاربردهای اين شبکه و سروکار داشتن آن

 %98نان بالغ بر ها نیازمند قابلیت اطمیاقتصادی، اکثر آن

 [3] هستند.

های ترين ويژگیعلاوه بر قابلیت اطمینان، يکی ديگر از مهم

حساسیت شديد به تأخیر است. به عنوان مثال اين شبکه 

 15تا  2حداکثر  2گیری پیشرفتهکاربردی مثل زيرساخت اندازه

 [3]تواند تحمل کند. ثانیه تأخیر را می

 هاینیازمندیپس با توجه به جريان داده در اين شبکه و 

ای است که اطلاعات را از مطرح شده، هدف ما طراحی شبکه

کننده ها را به دست کنترلهای سطح شهر جمع کرده و آنگره

ها را کننده برساند. همچنین اين شبکه بايد ارتباط بین کنترل

های کیفی، اين شبکه بايد نیز برقرار کند. با توجه به نیازمندی

های ارسالی روی آن، قابلیت اطمینان بالايی داشته باشد و بسته

حل مسئله با در  اين پروژهتأخیر کمی را متحمل شوند. البته در 

نظر گرفتن تأخیر مد نظر نیست و فقط راجع به طراحی شبکه با 

 شود. مینان بحث میدر نظر گرفتن قابلیت اط

يک شبکه در گذشته  قابلیت اطمینانبرای حداکثر کردن 

که  کارهاکارهای بسیاری انجام شده است. دسته ای از اين 

هم هستند سعی در پیدا کردن بهترين ترکیب  ترقديمی نسبتاً

-8[ به توانیماز جمله اين کارها . اندداشتهدر شبکه را  هايال

اين است که در  کارهاايراد اصلی اين دسته از  اشاره کرد.  ]4

راجع به بودن يا نبودن  دقیقاً تواننمیسیم شبکه های بی

ترکیب يال  یچاست ه ین ممکنبحث کرد. همچن هالینک

کند. از  تأمینمورد نظر ما را  قابلیت اطمیناننتواند  یممکن

به طوری  هاستروشجمله ديگر اشکالات وارده پیچیدگی اين 

تست  اصلاًکه برای شبکه های با تعداد گره های بسیار زياد 

 .اندنشده

 قابلیت اطمینانهم وجود دارند که  کارهاديگری از  یدسته

که از جمله  کنندمیبررسی  3مقاومت در برابر خطارا در قالب 

برای بالا  کارهااشاره کرد. اين  ]10[ و ]9[به  توانمی کارهااين 

دارند. از جداگانه مسیر  𝑘سعی در ايجاد  قابلیت اطمینانبردن 

پیچیدگی بسیار زيادی دارد، پس  مسیرها اينآنجايی که ساختن 

 روی مسئله ما ممکن نیست.  هاآناعمال 

هم کارهايی هستند که روی شبکه  تحقیقاتدسته ديگر 

کارهای زيادی در  هاشبکهدر اين   .اندشدهانجام  4مشهای 

بی  هاآنانجام شده که اهداف بعضی از  5هاگرهجايگذاری حوزه 

کردن شبکه نیست.  به عنوان  قابل اطمینانشباهت به اهداف 

برای بالا بردن گذردهی شبکه  هاگرهجايگذاری  ]11[ هدفمثال 

 خطیاست. در اين کار بیشترين جريان ممکن با حل يک مدل 

بدست آمده، بهینه . سپس برای رسیدن به جريان آيدمیبدست 

تا بهترين  شودمیتست  هاگرهدو ساختار از پیش تعريف شده 

ساختار انتخاب شود. واضح است که اين جايگذاری با حالت 

با انتخاب  کنندمینويسندگان سعی  ]12[بهینه فاصله دارد. در 

، مسیريابی  TCPو بالا بردن کیفیت  6گستر فرابهترين گره های 

را انجام دهند. عیب اين روش هم اين است که  قابل اطمینان

دارد در حالی که ممکن  قابلیت اطمینانسعی در بیشینه کردن 

 است اين مقدار بیشینه کمتر از مقدار مورد نظر ما باشد. 

و  قابلیت اطمینانکارها برای محاسبه  ترينکامليکی از 

در اين مقاله نويسندگان با است.  ]13[، مشبهبود آن در شبکه 

افزونه به توپولوژی اولیه داده  هایاضافه کردن يک به يک گره

-بلیت اطمینان آن را به صورت دقیق حساب میشده، مقدار قا

کنند و در نهايت میزان تغییرات قابلیت اطمینان به ازای 

کنند. با توجه به اين که های مختلف را بررسی میتوپولوژی
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های فرضی مشخصی برای اضافه نگارندگان اين مقاله، مکان

جواب  الزاماًهای افزونه دارند، جواب بدست آمده نهايی کردن گره

های افزونه نیست به بهینه از ديدگاه کمینه کردن تعداد گره

هم در قسمت کارهای آينده مقاله خود، به اين  هاآنطوری که 

های افزونه نکته اشاره دارند که بايد مکان و تعداد بهینه اين گره

 شبکه محاسبه شود.در 

در زمینه  کارهايیهم شبکه های هوشمند برق در حوزه 

به  توانمی هاآنانجام شده است که از جمله  اطمینانقابلیت 

ديد که  توانمی کارهااشاره کرد. با مطالعه دقیق اين  ]16-14[

در حد تعريف باقی مانده  فعلاًدر اين حوزه  قابلیت اطمینان

 است.

در زمینه  بزرگی  خلأنتیجه گرفت که  توانمی بنابراين

برای شبکه وسیع  اطمینانقابل طراحی يک شبکه کم هزينه و 

برق شهری وجود دارد که هدف ما در اين مقاله طراحی چنین 

ای ما دو مدل برای طراحی چنین شبکه .ای استشبکه

سازی پیشنهاد داديم. مدل اول کمترين تعداد روتر را در بهینه

که هوشمند بشهای کند به طوری که کل گرهشبکه پخش می

تار اولیه بدست آمده پوشش داده شوند. مدل دوم نیز به ساخ قبر

 مورد نظر برسد. قابلیت اطمینانکند تا شبکه به میروتر اضافه 

مدل  2در بخش . زير است هایبخشادامه مقاله نیز حاوی 

محاسبه قابلیت اطمینان به طور دقیق بیان  هایروشو  شبکه

برای ساخت توپولوژی پیشنهادی  هایمدل، 3در بخش  .شودمی

، 4. بخش اولیه و قابل اطمینان کردن آن ارائه خواهد شد

ها بررسی خواهد شد. در نهای انجام شده و نتايج آسازیبیهش

 شود.بیان مینیز نتايج پژوهش  5بخش 

 مدل سیستم -2

 مدل شبکه -1-2

، طراحی يک شبکه هدف اين پژوهشکه گفته شد  طورهمان

 ، مکانبرای شبکه هوشمند برق است. ورودی مسئله مطمئن

گره های شبکه برق از جمله کنتورهای خانگی، سنسورهای 

از يک  هاورودیشبکه برق و ... هستند. برای مدل کردن اين 

𝑁 مجموعه به شکل =

{(𝑥1, 𝑦1), (𝑥2, 𝑦2), … , (𝑥𝑛, 𝑦𝑛)}  که  شودیماستفاده𝑛 

,𝑥𝑖)و  هاگرهتعداد  𝑦𝑖)   مختصات گره𝑖  .را نشان می دهد 

𝐺خروجی مسئله نیز به شکل گراف  = (𝑉, 𝐸)  مدل

، روترهای جايگذاری شده در شبکه و  𝑉که مجموعه  شودیم

. برقرار شده استاست که بین اين روترها  يیهاالي 𝐸مجموعه 

𝑅همچنین مکان اين روترها نیز با مجموعه  =

{(𝑥1, 𝑦1), (𝑥2, 𝑦2), … , (𝑥𝑚, 𝑦𝑚)} شودیم نشان داده 

,𝑥𝑖)و  روترهانشان دهنده تعداد  𝑚که  𝑦𝑖)   نشان دهنده

 است.  𝑖مختصات روتر 

 نالیترم 𝒌ق ینان دقیت اطمیقابل -2-2

ترمینال،  𝑘يک شبکه با  قابلیت اطمینانبرای محاسبه دقیق 

Geir Egeland  وPaal E. Engelstad  ارائه فرمولی  ]13[در

  فرمول به شکل زير است:د که اين انکرده

𝑅𝑛1,…,𝑛𝑘(𝐺, 𝑝) =  ∑ 𝑇𝑖
𝑛1,…,𝑛𝑘(𝐺)𝑝𝜖−𝑖(1 − 𝑝)𝑖

𝜖

𝑖=𝑤𝑛1,…,𝑛𝑘
(𝐺)

          (1) 

,𝑅𝑛1,…,𝑛𝑘(𝐺 در اين فرمول 𝑝) دهنده مقدار قابلیت نشان

نیز احتمال خرابی هر  𝑝است.  𝐺گره از گراف  𝑘اطمینان برای 

𝑇𝑖ی، دهد. در طرف دوم تساولینک را نشان می
𝑛1,…,𝑛𝑘 نشان-

يال  𝑖گره و  𝑘با  𝐺ی همبند گراف هاگراف ريزدهنده تعداد 

های سیگما نیز کمترين تعداد يال ممکن بای ساختن است. کران

های گراف همبند شروع شده و تا تعداد کل يال گراف ريزيک 

 يابد. ادامه می

 نالیترم 𝒌نان یت اطمیحد بالا برای قابل -3-2

 ريزتعداد نیاز به شمارش  قابلیت اطمینانبرای محاسبه دقیق 

يال است که در فرمول  𝑖گره و  𝑘با  𝐺ی همبند گراف هاگراف

𝑇𝑖دقیق با نماد 
𝑛1,…,𝑛𝑘  از آنجايی که فرمول شودیمنشان داده .

وجود ندارد با بزرگ شدن  محاسبه اين مقدارمشخصی برای 

بسیار پر هزينه شده و از نظر زمانی  هاگراف ريزشبکه شمارش 

يافتن آن غیر ممکن  عملاًممکن است در شبکه های بزرگ 

از يک فرمول برای  ]17[باشد. به همین دلیل نويسندگان در 

که  کنندیماستفاده  قابلیت اطمینانمحاسبه يک حد بالا برای 

  به شکل زير است:

𝐻(𝑑) = 1 − {∑ 𝑞𝑖
𝑑

𝑛

𝑖=1

. ∏(1 − 𝑞𝑑𝑘−1)

𝑚𝑖

𝑘=1

. ∏ (1 − 𝑞𝑑𝑘)

𝑖−1

𝑘=𝑚𝑖+1

}   (2) 

𝑚𝑖𝑛 (𝑑𝑖برابر است با  𝑚𝑖 (2در رابطه ) , 𝑖 − 1) ،𝑑𝑖  نشان

خرابی يک لینک يا نشان دهنده احتمال  𝑞و  𝑖دهنده درجه گره 

ثابت  همین مقالهاست. در  عدم موفقیت ارسال روی آن لینک

که مقدار بدست آمده از اين فرمول همیشه يک حد بالا  شودیم

 بهینه است.  قابلیت اطمینانبرای مقدار 

 تعریف مسئله -3
ارتباطی شبکه هوشمند برق  مسئله اين پژوهش، طراحی شبکه

شبکه که  طوریبه است از طريق جايگذاری روترها در محیط

چالش حداقل قابلیت اطمنیان موردنیاز را داشته باشد. حاصل، 
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9513 تابستان -دومشماره  -مسيزدهسال  -ن برق و الکترونيک ايرانمجله انجمن مهندسي     

 

جايگذاری حداقل تعداد روتر  بااين هدف مسئله، رسیدن به 

 فرموله شده است. 1اين مسئله در مدل  است.

 (: مسئله طراحی شبکه مطمئن1) مدل

𝑚𝑖𝑛 ∑ 𝑍𝑟

𝑅

𝑟=1

 

𝑠𝑢𝑏𝑗𝑒𝑐𝑡 𝑡𝑜   
1.    𝑋𝑛,𝑟 ≤  𝑍𝑟                                                        ∀ 𝑛, ∀ 𝑟  

2.   ∑ 𝑋𝑛,𝑟 = 1 

𝑅

𝑟=1

                                                  ∀ 𝑛  

3.   √(𝑋𝑁𝑛 − 𝑋𝑅𝑟)2 + (𝑌𝑁𝑛 − 𝑌𝑅𝑟)2

≤ 𝑎 + (1 − 𝑋𝑛,𝑟) ∗ 𝑀         ∀ 𝑛, ∀ 𝑟  

4.   𝑅𝑒𝑙𝑖𝑎𝑏𝑖𝑙𝑖𝑡𝑦 (𝐺, 𝑝) ≥ 𝑅̂                                      

  :است يرز یپارامترهامتغیرها و  یمسئله دارا اين

1) 𝑍𝑟  متغیر باينری که در صورت انتخاب شدن روتر : 𝑟 ام

 گیرد. و در غیر اين صورت مقدار صفر می 1مقدار 

2)  𝑋𝑛,𝑟 وصل شدن گره  صورت در: متغیر باينری که𝑛  به

 . ردیگیمو در غیر اين صورت مقدار صفر  يکمقدار  𝑟روتر 

3) 𝑋𝑅𝑟 مؤلفه: متغیر حقیقی که 𝑥  مختصات قرارگیری روتر

𝑟 کند. را مشخص می 

4)  𝑌𝑅𝑟 مؤلفه: متغیر حقیقی که 𝑦  مختصات قرارگیری روتر

𝑟 کند. را مشخص می 

5) 𝑅𝑒𝑙𝑖𝑎𝑏𝑖𝑙𝑖𝑡𝑦 (𝐺, 𝑝)  :یترابطه مربوط به محاسبه قابل 

که  یطکاشته شده در مح یهاشبکه حاصل از رله یناناطم

  .يدد 2و  1روابط آن را در  یقتوان فرمول دق یم

6) 𝑅̂ ،  𝑋𝑅𝑛  ،𝑌𝑅𝑟  و𝑎 های مدل و به ترتیب نیز ورودی

 𝑦و  𝑥مولفه  مقدار قابلیت اطمینان موردنظر، دهندهنشان

ها و شعاع تحت پوشش هر گره مختصات قرارگیری گره

 هستند.

دهد که کمترين تعداد می نشانن مسئله ياتابع  هدف  

های اين مسئله به محدوديت. روتر بايد در محیط قرار داده شود

 شکل زير است:

توان با يک کند که در صورتی میبیان میاول  يتمحدود (1

روتر ارتباط برقرار کرد که آن روتر در محیط قرار داده شده 

 باشد.

يک روتر  يد باباکه هر گره  کندیم یندوم تضم يتمحدود (2

 .ندارتباط برقرار ک

 يکدر محدوده  یکه اگر گره دکنیم یانسوم ب يتمحدود (3

با توجه به استفاده از  به آن وصل شود. يدبود با وترر

اين محدوديت فقط برای هر روتر و ، Big Mتکنیک 

همچنین طی . شودمیهای متصل شده به آن اعمال گره

 شود. اين محدوديت مکان روترها نیز تعیین می

 یناناطم یتکه قابل کندیم ینتضم یزچهارم ن يتمحدود (4

مورد نظر  یناناطم یتقابل حداقل به اندازه روترهاشبکه 

 باشد.

 راه حل پیشنهادی -4
برای حل مسئله  پیشنهادیچهارچوب نظری در اين مقاله، 

ا توجه به سازی است. ببهینههای مطرح شده، استفاده از مدل

بخش قبل، هدف نوشتن مدلی است که تعريف مسئله در 

ای قابل اطمینان از روترها برای پوشش شبکه هوشمند شبکه

 دقیق نجايی که محاسبه قابلیت اطمیناناز آ. برق تولید کند

يی دارد، حل مسئله شبکه پیچیدگی محاسباتی بسیار بالاگراف 

با توجه به ابزارهای حل موجود ،  1مطرح شده در مدل 

است. حتی اگر به جای محاسبه دقیق قابلیت غیرممکن 

اطمینان از مقدار حد بالای آن استفاده کنیم، باز هم به علت 

برنامه ريزی  هایقابلیتاز  تواننمیوجود روابط نمايی در فرمول 

برای اندازه های  سئلهحل م نتیجه درو  کرداستفاده  خطی

 واقعی غیر ممکن خواهد بود. 

، شنهادی مقاله حاضر برای کاهش پیچیدگی حلايده پی

اين هاست. آن دو بخش و حل جداگانهم کردن مسئله به یتقس

 دو بخش عبارتند از:

های تمام گره طوری کهبه از روترها ایژی اولیهتوپولوتولید  (1

 .قرار گیرندپوشش تحت شهری 

 کردن روترهای افزونه برای بالا بردن قابلیت اطمیناناضافه  (2

 توپولوژی اولیه

 ادامه اين دو بخش توضیح داده خواد شد.در 

 هیساختن توپولوژی اول -1-4

نوشته  ای از روترهاکه برای ساختن توپولوژی اولیه ایسئلهم

 نشان داده شده است. 2در مدل  شده

 ساختن توپولوژی اولیه(: مسئله 2) مدل

𝑚𝑖𝑛 ∑ 𝑍𝑟

𝑅

𝑟=1

 

𝑠𝑢𝑏𝑗𝑒𝑐𝑡 𝑡𝑜  
1.    𝑋𝑛,𝑟 ≤  𝑍𝑟                                                        ∀ 𝑛, ∀ 𝑟  

2.   ∑ 𝑋𝑛,𝑟 = 1 

𝑅

𝑟=1

                                                  ∀ 𝑛  

3.   |𝑋𝑁𝑛 − 𝑋𝑅𝑟| ≤ 𝑎 + (1 − 𝑋𝑛,𝑟) ∗ 𝑀          ∀ 𝑛, ∀ 𝑟  

4.   |𝑌𝑁𝑛 − 𝑌𝑅𝑟| ≤ 𝑎 + (1 − 𝑋𝑛,𝑟) ∗ 𝑀          ∀ 𝑛, ∀ 𝑟  
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5.   𝑋𝑅𝑟 ≤ 𝑍𝑟 ∗ 𝑀                                                  ∀ 𝑟  
6.   𝑌𝑅𝑟 ≤ 𝑍𝑟 ∗ 𝑀                                                  ∀ 𝑟 

نند  مدل متغیرها و پارامترهای استفاده شده در اين مدل ما

کند که کمترين تعداد تضمین میاين مدل تابع هدف است.  1

های محدوديت روتر برای پوشش محیط در آن قرار داده شود.

 مدل عبارتند از:

 1های مدل دوم دقیقا مانند محدوديتو  اول يتمحدود (1

 هستند.

بايد با يک روتر که هر گره  یکندم ینوم تضمس يتمحدود (2

 ارتباط برقرار کند.

کنند که اگر گرهی سوم و چهارم بیان می هایمحدوديت (3

جايی از آندر محدوده يک روتر بود بايد به آن وصل شود. 

خطی نیست، با هدف  1محدوديت سوم مدل  که

اين  ،در اين مدل سازی و کاهش پیچیدگی،ساده

های سوم و چهارم جايگذين شده محدوديت با محدوديت

 است. 

کند که تنها در تضمین میمحدوديت پنجم و ششم  (4

شود که آن روتر وجود تعیین مختصات يک روتر  شرايطی

 داشته باشد.

های انجام شده، اين مسئله در قالب سازیبا توجه به ساده

سانی با استفاده از آريزی صحیح خطی نوشته شده و به برنامه

قابل  Zimplيا  CVXسازی مانند ابزارهای حل مسائل بهینه

 حل است.

 هینان کردن توپولوژی اولیقابل اطم -2-4

شبکه بايد مدلی نوشته شود که با  یت اطمینانقابلافزايش برای 

را  افزونه یهاالو ي مکان روترها ،1مدل  هایخروجی گرفتن

 شود.وارد مدل  2يا  1رابطه برگرداند. برای اين کار لازم است 

-حاوی پارامتری است که نشان 1رابطه که ذکر شد،  طورهمان

ی همبند گراف ورودی است. از آنجايی هاگراف ريزدهنده تعداد 

توان در که اين پارامتر فرمولی برای محاسبه ندارد، پس نمی

 حین اجرای مدل به صورت برخط مقدار آن را بدست آورد.

مسئله حاوی اين  نیز دارای عبارات نمايی است که حل 2رابطه 

سازی ممکن ستفاده از ابزارهای حل مسائل بهینهبا ارابطه 

   نیست.

اضافه مقاله حاضر برای افزايش قابلیت اطمینان، پیشنهاد 

ی گراف هاايجاد افزونگی در يالهايی برای کردن محدوديت

با توجه به در مدل است.  2يا  1جای استفاده از رابطه به شبکه

مطالعات انجام شده، که مراحل و نتايج آن در بخش ارزيابی ارائه 

شده است، برای افزايش حداکثری قابلیت اطمینان گراف شبکه 

بايد حداکثر تعداد يال ممکن را به روترهايی با کمترين درجه 

ای که بتوان با حل آن به چنین هدفی رسید مسئلهاضافه کرد. 

 ه است:فرموله شد 3در مدل 

 (: مسئله قابل اطمینان کردن توپولوژی اولیه3) مدل

𝑚𝑎𝑥 ∑ ∑ 𝑋𝑛,𝑟

𝑅

𝑟=1

𝑁

𝑛=1

 

𝑠𝑢𝑏𝑗𝑒𝑐𝑡 𝑡𝑜   
1.    𝑋𝑛,𝑟 ≤  𝑍𝑟                                                       ∀ 𝑛, ∀ 𝑟  

2.   ∑ 𝑍𝑟 = 1 

𝑅

𝑟=1

                                                     ∀ 𝑛  

3.   |𝑋𝑆𝑛 − 𝑋𝑅𝑟| ≤ 𝑎 + (1 − 𝑋𝑛,𝑟) ∗ 𝑀           ∀ 𝑛, ∀ 𝑟  
4.   |𝑌𝑆𝑛 − 𝑌𝑅𝑟| ≤ 𝑎 + (1 − 𝑋𝑛,𝑟) ∗ 𝑀           ∀ 𝑛, ∀ 𝑟  

5.   𝑋𝑅𝑟 ≤ 𝑍𝑟 ∗ 𝑀                                                  ∀ 𝑟  
6.   𝑌𝑅𝑟 ≤ 𝑍𝑟 ∗ 𝑀                                                  ∀ 𝑟  

7.   𝐷𝑒𝑔𝑟𝑒𝑒𝑛 +  ∑ 𝑋(𝑛,𝑟)

𝑅

𝑟=1

≥ 𝛽 ∗ 𝑡𝑒𝑚𝑝𝑛         ∀ 𝑛    

8.  ∑ 𝑡𝑒𝑚𝑝𝑛 ≥ 𝛾  

𝑁

𝑛=1

 

متغیر ، 2و  1مدل متغیرهای ، علاوه بر اين مدل در

𝑡𝑒𝑚𝑝𝑛 .اگر که  است باينری متغیر اين متغیر يک وجود دارد

يک و در  برابر بابیشتر از مقدار درجه کمینه باشد،  𝑖درجه گره 

علاوه بر پارامترهای  صفر خواهد بود. برابر با غیر اين صورت

نیز، پارامترهای زير به عنوان  2و  1های مطرح شده در مدل

 شود:ورودی به اين مدل داده می

1) 𝐷𝑒𝑔𝑟𝑒𝑒𝑛 دهنده درجه هر گره. : پارامتر حقیقی نشان 

2) 𝛽 های با درجه کمینه بايد ای که گرهدهنده درجه: نشان

 به آن درجه برسند. 

)  𝛾مجموع : يک عدد است که کران پايین برای 𝑡𝑒𝑚𝑝𝑛 

کند که در هر بار اجرا حداقل و تضمین می کردهتعیین 

 يک گره با درجه کمینه پوشش داده شود. 

 از:های مدل عبارتند محدوديت

تا ششم دقیقا مانند  سومهای حدوديتممحدوديت اول و  (1

 هستند. 2های مدل محدوديت

که در هر بار اجرا فقط يک  کندتضمین میدوم محدوديت  (2

کاهش پیچیدگی شود. دلیل اين کار به شبکه اضافه  روتر

 روتريک  اجرا هر باردر به طوری که  محاسباتی مدل است

. بعد از شودشبکه اضافه میای ذکر شده به هبا محدوديت

مقدار قابلیت اطمینان برای شبکه حساب شده و هر تکرار 

شود. اگر مقدار مقدار آن با مقدار مورد انتظار مقايسه می

يابد ار بدست آمده بود، روند حل مسئله پايان میمورد انتظ
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تکرار مدل دوباره اجرای ولی اگر اين اتفاق نیفتاده بود، 

يابد که مقدار مورد يند تا جايی ادامه میاين فرا شود.می

  بدست آمده باشد. قابلیت اطمینان انتظار

کنند که حداقل تضمین میهای هفتم و هشتم محدوديت (3

قرار  روتر افزونهتحت پوش درجه کمینه  های باروتريکی از 

يک واحد بیشتر  ،𝛾مقدار  ،برای رسیدن به اين هدفبگیرد. 

مقدار کمینه بیش از  هاکه درجه آن ايیهروتراز تعداد 

شود . اين مقداردهی باعث میشوددرنظر گرفته می است

برابر  روتر 𝛾برای حداقل  𝑡𝑒𝑚𝑝𝑛 در محدوديت هشتم، که

هفتم تضمین  محدوديت  شرايط اين   در شود.  يکبا 

يک  𝑡𝑒𝑚𝑝𝑛هايی با  های افزونه به گرهکند که يالمی

شود. چون يکی  𝛽ها حداقل برابر با آن اضافه شده و درجه

  از

 
 ی قابلیت اطمینان حد بالا(: مقایسه مقدار دقیق و 1) شکل

قطعا روتر افزونه به گرهی با حداقل درجه است، ها، اين گره

در  و بوده اين گرهدر همسايگی  جايی اضافه خواهد شد که

 عین حال حداکثر يال ممکن را ايجاد کند. 

اين ترتیب در هر بار اجرای اين مدل يک روتر افزونه به به 

درجه پوشش داده شود که روترهای کموی به شبکه اضافه مینح

در اجرای اول و بیشترين يال افزونه در شبکه ايجاد شود. شده 

روترهای حاصل از  ،ام 𝑖و در اجرای  2اين مدل، خروجی مدل 

𝑖)اضافه روترهای اضافه شده تا تکرار به 2مدل  − ام به  (1

 .دنشوعنوان ورودی آن درنظر گرفته می

 

 ارزیابی -5

های قبل با استفاده در اين قسمت مطالب مطرح شده در قسمت

ارزيابی خواهد شد. بخش اول مربوط به سازی عددی از شبیه

برای محاسبه  2و اعتبارسنجی رابطه  2و  1مقايسه رابطه 

ايده پیشنهادی برای افزايش قابلیت اطمینان است. بخش دوم 

در بخش سوم  ،دهدرا نشان می 3ل مددر قابلیت اطمینان 

بخش آخر مربوط به  مثالی از طراحی شبکه مطمئن ارائه شده و

 حل پیشنهادی است.ارزيابی راه

 

 های محاسبه قابلیت اطمینانمقایسه روش -1-5
توان قابلیت اطمینان گراف شبکه می 2و  1با استفاده از روابط 

اين مقدار را به شکل دقیق محاسبه  1رابطه را محاسبه کرد. 

ای برای يافتن جواب آن وجود ندارد. کند اما فرمول بستهمی

اين رابطه حد بالای  استفاده کرد. 2نابراين ناچارا بايد از رابطه ب

اگر اختلاف حد بالا و مقدار  کند.قابلیت اطمینان را محاسبه می

نتايج دقیق نخواهد باشد عملاً  محسوس ینان،اطم یتقابل یقدق

مقدار  یگراف تصادف 1000 یبه ازا ،2ارزيابی رابطه  ی. برابود

 2و  1قابلیت اطمینان با استفاده از روابط ی و حد بالا یقدق

وان در شکل تیبدست آمده را م يجنتا میانگین که شدهمحاسبه 

 .يدد 1

به  هايالتعداد نسبت  اگر شودیکه مشاهده م طورهمان

و مقدار حد بالا به  یقشود مقدار دق ياددر شبکه ز هاتعداد گره

حاضر افزايش هدف پژوهش که  يی. از آنجاشوندیم يکهم نزد

اختلاف صرف  يناز ا توانیم ، در اين پژوهشاست اين نسبت

برای محاسبه قابلیت اطمینان گراف شبکه  2و از رابطه  نظر کرد

 استفاده کرد.

 

 تأثیر پارامترهای مختلف در قابلیت اطمینان -2-5
توان با اضافه کردن میاشاره شد،  2-4همانطور که در بخش 

هايی که منجر به افزونگی در گراف شبکه شود، محدوديت

وع افزونگی سه نقابلیت اطمینان ان را افزايش داد. در اين بخش 

بررسی شده و نشان داده شده که روش انتخاب شده بهترين نوع 

  افزونگی است.

به عنوان  ]13[ توپولوژی اولیهبرای رسیدن به اين هدف، 

سپس به صورت  . ولوژی پايه در نظر گرفته شده استتوپ

ه و قابلیت اطمینان به شبکه اضافه شدتصادفی گره های افزونه 

-نتايج حاصل از شبیه. محاسبه شده است 2با استفاده از رابطه 

 ديد. 2در شکل  توانیمسازی را 

دهنده مقدار قابلیت محور عمودی نشاندر اين شکل 

های تعداد يالدهنده اطمینان گراف شبکه و محور افقی نشان

 ،تعداد مشخصی گره تصادفی ای است که با اضافه کردننهوافز

نیز ها هر کدام از منحنیممکن است به گراف شبکه اضافه شود. 

است. به  داد مشخصی گره به شبکه اولیهتع افزودن مربوط به
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است  افزودن يک گره اول )دايره( مربوط به منحنیعنوان مثال 

 که قابلیت اضافه کردن يک تا هفت يال جديد به شبکه را دارد.

نمونه تصادفی  1000گیری از  حاصل میانگین اين نمودارها

 هستند.

رابطه  دهد که قابلیت اطمینان گرافاين نمودار نشان می

اين نتیجه منطقی است زيرا  های آن دارد.مستقیم با تعداد يال

ی همبند بیشتر شده و هاگراف ريزها، تعداد يال با افزايش تعداد

که از  طورهمان. البته يابدافزايش میقابلیت اطمینان شبکه 

ها را ثابت فرض کنیم، به ازای پیداست، اگر تعداد يال 2شکل 

ن که اي يابدکاهش میها، قابلیت اطمینان افزايش  تعداد گره

پس  ها منطقی است.گراف ريزتعداد  با توجه به کاهشنتیجه 

مکان گره  نتیجه گرفت که اگر  توانیم 2از شکل  توانمی

که بیشترين يال را در شبکه ايجاد  افزونه به نحوی انتخاب شود

 قابلیت اطمینان را افزايش داد.توان کند، می

گیری ماکزيممحاصل ، 3برخلاف شکل  ،4شکل نمودارهای 

با توجه به اختلافی که بین  نمونه تصادفی هستند. 1000 از

وجود  4در شکل  بیشینه ريمقادو  3در شکل مقادير میانگین 

های گراف ايجاد افزونگی در يال علاوه برکه  واضح استدارد، 

 قابلیت اطمینان شبکه افزايش در مل ديگریواع، شبکه

بیشینه های نمونه شده بر روی مطالعات انجام. هستندتأثیرگذار 

های و ايجاد يالدهد که اگر اضافه کردن گره افزونه نشان می

، شود درجهی کمهادرجه گره منجر به افزايشافزونه در شبکه 

خواهد  های ديگری نسبت به حالتترعيسرقابلیت اطمینان رشد 

 .قابل مشاهده است 4 شکل ای از اين حالت درنمونه. داشت

دهنده دو حالت مختلف افزودن يک گره و دو يال نشان 4شکل 

هايی که الف دو يال افزونه با گره-4به شبکه است. در شکل 

هستند برقرار و قابلیت اطمینان شبکه برابر با  1دارای درجه 

شده است )با فرض اين که احتمال ارسال موفق روی هر  0.46

های ب  يال-4 حالی که در شکل باشد( در 0.8لینک برابر با 

اضافه و قابلیت اطمینان گراف  2هايی با درجه افزونه به گره

مشاهده کرد که  توانشده است.  پس می  0.37حاصل برابر  با  

درجه، تأثیر قابل توجهی روی قابلیت های کمافزايش درجه گره

 دارد.  نانیاطم

های گراف شبکه و همانطور که اشاره شد، افزايش تعداد يال

درجه، عوامل تأثیرگذار در افزايش قابلیت های کمدرجه گره

بینی است که افزايش همزمان اين اطمینان هستند. قابل پیش

ها تک آنتواند تأثیر بیشتری نسبت به افزايش تکدو عامل می

 داشته باشد.

 
های افزونه روی و یال هاگرهیر اضافه کردن تأث یانگینم(: 2) شکل

 قابلیت اطمینان

 
های افزونه روی و یال هاگرهیر اضافه کردن حداکثر تأث(: 3) شکل

 قابلیت اطمینان

 
های خود را به گره های با درجه کمتر ( روتر افزونه یال(: الف4) شکل

های خود را به گره های با درجه کند. ب( روتر افزونه یالیماضافه 

 کند.ینمکمتر اضافه 

ها، افزايش درجه ل از افزايش يالنتايج حاص 5نتیجه 

در افزايش  درجه و افزايش همزمان اين دو عاملهای کمگره

 طورهمان دهد.را نشان می ]13[توپولوژی اولیه قابلیت اطمینان 

)نمودار  ها، افزايش تعداد يالمشاهده استقابل  5که در شکل 

کند، اما در قابلیت اطمینان ايجاد می زيادی، ابتدا رشد لوزی(

 شود.متوقف میقابلیت اطمینان در شبکه رشد  باًيتقربعد از آن 

-ها در شبکه به هم میدلیل اين امر هم اين است که توازن يال

هايی که درجه بالايی دارند در هر مرحله به درجه خورد و گره

های ديگر همواره درجه شود، در حالی که گرهاضافه می هاآن
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9513 تابستان -دومشماره  -مسيزدهسال  -ن برق و الکترونيک ايرانمجله انجمن مهندسي     

 

قابلیت اطمینان در شبکه رشد  توقفاين امر باعث  .پايینی دارند

افزايش درجه نتیجه حاصل از . نمودار دوم )مربعی( شودمی

 اين رويکردحالت، در بدترين  دهد.نشان میدرجه را های کمگره

های تعداد يالو  به گراف شبکه اضافه کرده افزونه برگگره  يک

ای از اين حالت را نمونه دهد.شبکه را تنها يک واحد افزايش می

در اين شکل گره افزونه با هدف افزايش  ديد. 6شکل توان در می

که اضافه شده اما خود به يک گره بدرجه به شدرجه گره کم

در بدترين حالت اين  بنابراين ديگر تبديل شده است.درجه کم

به طور  سوم رويکرداما چون  کند.یروش بهبودی حاصل نم

افزايش و سعی در  به شبکه اضافه کردهبیشترين يال را  همزمان

نسبت به بقیه  دارد، عملکرد بهتری نیز درجههای کمدرجه گره

گره به قابلیت  3و بعد از اضافه کردن  دهداز خود نشان می

بنابراين رويکردی که برای نگارش مدل  رسد.می %90اطمینان 

در نظر گرفته شده، موثرترين روش در افزايش قابلیت  3

 د بود.هاطمینان گراف شبکه خوا

 

 مثالی از طراحی شبکه مطمئن -3-5
ای از طراحی شبکه ارتباطی مطمئن ارائه در بخش نمونه

گره شهری را  100برای اين کار به صورت تصادفی شده است. 

ها را نشان گره اين الف-7شکل  م.کنیدر محیط پخش می

ای از روترها اجرا شده و شبکه 1در مرحله اول مدل  .دهدمی

قابل ب -7در شکل  شود. اين شبکهايجاد می هابرای پوشش گره

با فرض اين که احتمال ارسال موفق روی هر  مشاهده است.

 0.92شبکه حاصل  قابلیت اطمیناناست،  0.8لینک برابر با 

 بزرگتر يا مساوی مقدار مدنظر باشد،. اگر اين عدد خواهد بود

 3مدل  در غیر اين صورتطراحی را پايان داد.  روند توانمی

. نتیجه شود تا روترهای افزونه به شبکه اضافه شوداجرا می

 7ج قابل مشاهده است. در اين مرحله روتر -7حاصل در شکل 

قابلیت با اضافه شدن اين روتر . ه استبه شبکه اضافه شد

که برابر با مقدار مدنظر رسیده است  0.98 بهشبکه  اطمینان

قابل مشاهده  ج-7است. بنابراين شبکه ارتباطی نهايی در شکل 

 است.

 

 ارزیابی روش ارائه شده -4-5
سنجی روش پیشنهادی و ارائه مثالی از چگونگی پس از صحت

حل اجرای آن، در اين بخش به بررسی و ارزيابی نتايج راه

تأثیر اندازه شبکه هوشمند برق و  8شکل پردازيم. پیشنهادی می

( روی تعداد روترهای شبکه 𝑝قابلیت اطمینان تک لینک )

که قابلیت اطمینان فرض اين باکند. ارتباطی را بررسی می

  يشافزا با   توان مشاهده کرد کهباشد، می 0.99موردنیاز شبکه 

 ، تعدادهالینک اطمینان قابلیت   کاهش و   شبکه  اندازه

خواهد یاز مورد ن طراحی شبکه ارتباطی یبرا یشتریب هایروتر

 در  هارله تعداد   يشیافزا یبکه ش شودیم يدهد ینهمچنبود. 

ای است که های نامطمئن دارد بیشتر از شبکهای که لینکشبکه

ناچیز بودن تأثیر امر  ينا یلدلهای آن مطمئن هستند. لینک

 طوری کهاست به یناناطم یتقابلافزودن هر روتر در افزايش 

مورد نیاز  يادیافزونه ز یهاروتر، رسیدن به حد موردنظر یبرا

  .خواهد بود

 

 
 (: مقایسه سه روش مکاشفه ای ارائه شده5) شکل

 
با هدف افزایش درجه  به شبکهبدترین حالت افزودن گره (: 6) شکل

 های کم درجهگره

 
توزیع شده ب(روترهای کاشته شده (: الف( گره های اولیه 7) شکل

توسط مدل اول ج( روترهای افزونه اضافه شده برای افزایش قابلیت 

 اطمینان
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ها أثیر اندازه شبکه هوشمند برق و قابلیت اطمینان لینکت(: 8) شکل

 در تعداد نهایی روترهای شبکه ارتباطی

برای رسیدن به  3 تعداد دفعات اجرای مدل 9در شکل 

محور افقی اين مورد نظر بررسی شده است. قابلیت اطمینان 

و محور عمودی  3تکرارهای مدل دهنده تعداد شکل نشان

قابلیت اطمینان بدست آمده در هر تکرار از اين دهنده نشان

 در اين شکل فرض شده که در شبکه هوشمند برق مدل است.

 ابلیتقبايد حداقل وجود دارد و شبکه ارتباطی  گره 2500

طور که در شکل ديده همان. داشته باشد 0.99 یناناطم

مقدار  𝑝های شبکه مطمئن باشند )در صورتی که لینکشود، می

( تعداد دفعات تکرار کمتر و در صورتی که زيادی داشته باشد

 خواهد بود. بیشترها نامطمئن باشد، تعداد دفعات اجرا لینک

پیشنهادی برای افزايش قابلیت  روشکه  لازم به ذکر است

کند یافزونه به شبکه اضافه م وترر يک تکراردر هر  اطمینان

 (.3)طبق محدوديت دوم مدل 

شد  یبررس روش پیشنهادی یکه تعداد دفعات اجرا حال

رابطه عکس با قابلیت که زمان اجرا  ردک ینیبیشپ توانیم

 𝑝اشته باشد به طوری که با افزايش ( د𝑝ها )اطمینان لینک

زمان لازم برای طراحی شبکه مطمئن کاهش يافته و با کاهش 

𝑝 توسط    گیرییجهنت  ين. ااين زمان افزايش خواهد يافت

 زمان لازم برای . البته توجه شود کهشودیم يیدتا 10شکل 

    𝑝 در هر مرحله فارغ از اندازه شبکه و مقدار 2مدل  یاجرا

 𝑝 یبه ازا روش یزمان اجرا يشکه باعث افزا یلیت و تنها دلاس

 .آن است یبالا یتعداد دفعات اجرا شودیم کم

 گیرینتیجه -6
برای شبکه ارتباطی مطمئن  طراحیئله سم در اين مقاله

با توجه به  شبکه هوشمند برقهای برقراری ارتباط میان گره

با توجه به  مورد توجه قرار گرفت. اين شبکههای نیازمندی

دو بخش ساختن توپولوژی اولیه و  در حل، راهپیچیدگی مسئله

شامل . بخش اول ارائه شدقابل اطمینان کردن اين توپولوژی 

نحوی که همدلی برای قرار دادن کمترين روتر در شبکه بود ب

. در بخش دوم نیز پوشش داده شودهای شبکه برق تمام گره

با مدلی نوشته شد که برای قابل اطمینان کردن توپولوژی اولیه، 

درجه، های شبکه و درجه روترهای کمهدف افزايش تعداد يال

همانطور که در بخش  کرد.یمبه شبکه اضافه روترهای افزونه را 

ای با اندازه واقعی، در صورتی رای شبکهبارزيابی مشاهده شد، 

با خیلی پايین نباشد، شبکه های که قابلیت اطمینان لینک

شبکه توان در زمان قابل قبولی فاده از روش ارائه شده میتاس

 ارتباطی را طراحی کرد.

 
ها در تعداد دفعات اجرای مدل تأثیر قابلیت اطمینان لینک(: 9) شکل

  0.99برای رسیدن به قابلیت اطمینان  3

 
ها در زمان تأثیر اندازه شبکه و قابلیت اطمینان لینک(: 10) شکل
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